
Cyber-crime is the fastest growing crime globally,
ranking 3rd in the World behind Government
Corruption and Narcotics.
The estimated global cost of cyber security
attacks in 2015 was $400 billion. 
The projected cost in 2019 was estimated to be in
excess of a $1 trillion.
Intellectual Property theft makes up at least a
quarter of the cost of Cybercrime.

THE GROWING RISK OF
CYBER CRIME

Phishing is where the fraudster will send out a
legitimate looking email attempting to trick the
employee into providing data.
Hacking is when a criminal uses technology to gain
access into an individual or company account to gain
unauthorized access to information and system for
their personal gain.
Malware attacks are targeted to steal data from the
business. 
Ransomware attacks will demand a payment from the
business to allow access back to the system and data. 

COMMON EXAMPLES OF
CYBER CRIME

CYBER CRIME
PREVENTION
Protecting RPM

WE ARE RPM AND OUR SUCCESS DEPENDS ON EACH OF US
FOLLOWING THE RIGHT ROUTE AND EMBRACING OUR VALUE
OF 168® TO MAKE THE RIGHT DECISIONS.

CONTACT US: COMPLIANCE@RPMINC.COM

Personal information requests.
Intellectual Property information requests.
Payroll information.
Customer and supplier account information.
Wire fraud - Bank detail changes.
Change to customer and supplier details.
Change of delivery address for POs.
Purchase Order Fraud.

CYBER CRIME RISK
AREAS

Be vigilant. Who is the sender?
Do not reply to suspicious emails.
Use strong passwords.
Always verify information requests independently.
Password protect sensitive information.
Follow Internal Controls designed to mitigate risk.
Always be wary of emails that request immediate
action.
Do not click on links, download or open attachments
from unknown senders.
Keep IT Updates updated, control your spam risk.
Consider cell phone risk as well.
Communicate the attempt to management.

PROTECTING RPM


